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# Use case D333 Mostrar un anuncio premium aleatorio al mostrar un anuncio.

Description

Cuando se muestra un anuncio, deberá mostrar aleatoriamente uno de los anuncios cuyo usuario o negocio sea premium.

Access

Menu Principal > Listado de Anuncios > Seleccionar Cualquiera.

Tests

|  |  |
| --- | --- |
| **Test <#999>** | |
| **Description** | Al mostrarse un anuncio, el Sistema mostrará un anuncio aleatoriamente entre los anuncios premium.. |
| **Expected** | El Sistema le mostrará el anuncio premium junto al anuncio correspondiente. |
| **Outcome** |  |
| **Notes** | Puede salir el mismo anuncio si este era anuncio de usuario o negocio premium.  Además esto solo se muestra a usuarios no logueados y a usuarios/Negocios sin premium. |

# Use case D334 Mostrar la lista de objetos de un usuario/negocio.

Description

Cuando un usuario o negocio esta logueado, este debe de ser capaz de ver una lista con sus objetos.

Access

Menu Principal > Login(user1/user1)(business1/business1) > Perfil(User1)(business1) > Mis Objetos.

Tests

|  |  |
| --- | --- |
| **Test <#999>** | |
| **Description** | Un usuario o negocio logueado debe de ser capaz de ver una lista con sus objetos.. |
| **Expected** | El Sistema le mostrará una lista con los objetos del usuario o negocio. |
| **Outcome** |  |
| **Notes** |  |

# Use case D335 Usuario/Negocio crea un objeto.

Description

Cuando un usuario o negocio esta logueado, este debe de ser capaz de crear un objeto nuevo.

Access

Menu Principal > Login(user1/user1)(business1/business1) > Perfil(User1)(business1) > Mis Objetos > Crear.

Tests

|  |  |
| --- | --- |
| **Test <#999>** | |
| **Description** | Un usuario o negocio logueado debe de ser capaz de crear un objeto nuevo con los siguientes detalles.  Para el Usuario, nombre: NuevoItem, Descripcion: NuevoItem, Foto: Vacio.  Para el Negocio, nombre: NuevoItem2, Descripcion: NuevoItem2, Foto: Vacio.. |
| **Expected** | El Sistema le devolverá a la lista de objetos de dicho usuario o negocio. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU336 Administrador añade una palabra spam al sistema

Description

Un administrador debe de ser capaz de añadir una palabra de Spam al Sistema.

Access

Menú Principal > Login(admin/admin) > Profile(Admin) > Mostrar Configuracion > añadir

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Como admin acceder al formulario para añadir una palabra spam e intentar enviar el formulario en blanco. |
| **Expected** | Se recargará el formulario con un código de error que explica la palabra spam no puede quedar en blanco. |
| **Outcome** |  |
| **Notes** |  |

|  |  |
| --- | --- |
| **Test <#075>** | |
| **Description** | Como admin acceder al formulario para añadir una palabra spam y añadir la palabra “cabrón” |
| **Expected** | El sistema le devolverá a la configuración del sistema y aparecerá la palabra añadida. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU337 Administrador elimina una palabra spam al sistema

Description

Un administrador debe de ser capaz de eliminar una palabra de Spam al Sistema.

Access

Menú Principal > Login(admin/admin) > Profile(Admin) > Mostrar Configuracion > Borrar.

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin debe de ver la lista de palabras Spam del Sistema y poder borrar una. |
| **Expected** | El sistema le devolverá a la configuración del sistema y desaparecerá la palabra eliminada. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU338 Administrador accede a la configuración del Sistema.

Description

Un administrador debe de ser capaz de acceder a la configuración actual Sistema.

Access

Menú Principal > Login(admin/admin) > Profile(Admin) > Mostrar Configuracion

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin debe de poder ver la configuración actual del sistema. |
| **Expected** | El sistema le mostrará la configuración actual del sistema. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU339 Administrador edita la configuración del sistema

Description

Un administrador debe de ser capaz de añadir una palabra de Spam al Sistema.

Access

Menú Principal > Login(admin/admin) > Profile(Admin) > Editar Configuracion

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Como admin acceder al formulario editar la configuracion e intentar enviar el formulario en blanco. |
| **Expected** | El sistema le devolverá al formulario con los codigos de error correspondientes. |
| **Outcome** |  |
| **Notes** |  |

|  |  |
| --- | --- |
| **Test <#075>** | |
| **Description** | Como admin acceder al formulario para editar la configuración del sistema y usar los siguientes valores:  IVA: 0.20  Mensaje de bienvenida Ingles: Welcome, this is a edited field.  Mensaje de bienvenida español: Bienvenido, este mensaje ha sido editado.  Máximo de anuncios por Usuario: 20  Máximo de anuncios por Negocio: 60  Máximo de anuncios premium: 150  Meses de Expiracion de los anuncios : 3  Precio premium: 5  Peso en Informe de Transacción: 2  Limite de peso en Informe: 10  Limite de reputación: 2 |
| **Expected** | El sistema le devolverá a la configuración del sistema con los cambios aplicados. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU340 Administrador/Moderador accede a la lista de negocios no verificados.

Un administrador o moderador debe de ser capaz de acceder a lista de negocios que no han sido verificados.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Negocios No verificados

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin debe de poder ver la lista de negocios no verificados. |
| **Expected** | El sistema le mostrará la lita de negocios no verificados. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU341 Administrador/Moderador verifica un negocio.

Un administrador debe de ser capaz de verificar un negocio aun no verificado.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Negocios No verificados > Verificar(Escoger alguno)

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder verificar uno de los negocios no verificados |
| **Expected** | El sistema le devolverá a la lista de negocios no verificados sin el negocio que acaba de verificar. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU342 Administrador/Moderador accede a la lista de usuarios sospechosos.

Un administrador o moderador debe de ser capaz de acceder a la lista de usuarios sospechosos.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Usuarios Sospechosos

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios sospechosos. |
| **Expected** | El sistema le devolverá a la lista de usuarios sospechosos. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU343 Administrador/Moderador aplica SoftBan sobre un usuario sospechoso.

Un administrador o moderador debe de ser capaz de aplicar un softBan sobre un usuario sospechoso.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Usuarios Sospechosos > Baneo Suave

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios sospechosos y aplicar un baneo suave sobre ellos. |
| **Expected** | El sistema le devolverá a la lista de usuarios sospechosos sin la opción de Baneo Suave sobre el usuario seleccionado. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU344 Administrador/Moderador aplica Total Ban sobre un usuario sospechoso.

Un administrador o moderador debe de ser capaz de aplicar un Total Ban sobre un usuario sospechoso.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Usuarios Sospechosos > Baneo Total

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios sospechosos y aplicar un baneo total sobre ellos. |
| **Expected** | El sistema le devolverá a la lista de usuarios sospechosos sin la opción de Baneo total sobre el usuario seleccionado. |
| **Outcome** |  |
| **Notes** | El usuario seleccionado no deberia de poder acceder al Sistema. |

# Use case HU345 Administrador/Moderador accede a la lista de usuarios con notificaciónes a moderar.

Un administrador o moderador debe de ser capaz de acceder a la lista de usuarios con notificaciones a moderar.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Notificaciones a moderar.

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios con notificaciones a moderar. |
| **Expected** | El sistema le devolverá a la lista de usuarios con notificaciones a moderar. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU346Administrador/Moderador aplica SoftBan sobre un usuario con notificaciones a moderar.

Un administrador o moderador debe de ser capaz de aplicar un softBan sobre un usuario con notificaciones a moderar.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Notificaciones a moderar > Baneo Suave

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios con notificaciones a moderar y aplicar un baneo suave sobre ellos. |
| **Expected** | El sistema le devolverá a la lista de usuarios con notificaciones a moderar sin la opción de Baneo Suave sobre el usuario seleccionado. |
| **Outcome** |  |
| **Notes** |  |

# Use case HU347 Administrador/Moderador aplica Total Ban sobre un usuario con notificaciones a moderar.

Un administrador o moderador debe de ser capaz de aplicar un Total Ban sobre un usuario con notificaciones a moderar.

Access

Menú Principal > Login(admin/admin) (moderator1/moderator1) > Profile(Admin) (moderator1) > Notidicaciones a Moderar > Baneo Total

Tests

|  |  |
| --- | --- |
| **Test <#074>** | |
| **Description** | Un admin o moderadot debe de poder acceder a la lista de usuarios con notificaciones a moderar y aplicar un baneo total sobre ellos. |
| **Expected** | El sistema le devolverá a la lista de usuarios con notificaciones a moderar sin la opción de Baneo total sobre el usuario seleccionado. |
| **Outcome** |  |
| **Notes** | El usuario seleccionado no deberia de poder acceder al Sistema. |

# Use case D348 Usuario/Negocio no premium pasa a premium.

Description

Cuando un usuario o negocio esta logueado, si no es premium, debe ser capaz de pasar a ser premium a traves de un pago.

Access

Menu Principal > Login(user1/user1)(business1/business1) > Perfil(User1)(business1) > Mi Perfil >

Hazte Premium > Proceder al Pago via Paypal.

Tests

|  |  |
| --- | --- |
| **Test <#999>** | |
| **Description** | Un usuario o negocio logueado debe de poder hacerse premium en caso de que no lo sea. |
| **Expected** | El Sistema le redigirá a su perfil sin la opción de hacerse premium. |
| **Outcome** |  |
| **Notes** |  |